Criminals and terrorists are constantly searching for new ways to conduct their illicit operations—recently by exploiting the shared, simulated environments of online video games, known as “virtual worlds.” Virtual worlds are 3-D simulated environments shared by players of online video games. The cyber-realm of virtual worlds allows...
players to spend their real money to buy the video games’ in-world currencies to make purchases within the virtual worlds. Players can accumulate possessions and wealth, which can then be offered to other players for value. This creates an unregulated environment that is ripe for crimes such as money laundering.

The Financial Action Task Force (FATF) is an intergovernmental organization that designs and promotes policies and standards to combat financial crime. Recommendations created by FATF target money laundering, terrorist financing, and other threats to global financial systems. In its October 2018 Recommendations, the FATF included virtual currency exchanges to be subject to anti-money laundering (AML) regulation.

The FATF separates virtual currencies into two types: convertible and non-convertible. The in-world currencies of virtual worlds are non-convertible virtual currencies. However, the FATF and regulatory agencies in the United States provide guidance and regulation only in combatting money laundering through convertible virtual currencies. These agencies do not consider virtual worlds and the currency used therein are a high enough risk to warrant AML regulation. This Note argues that agencies should recognize the risk of money laundering through virtual worlds, and expand their current AML definitions, regulations, and guidelines to include non-convertible virtual currencies.

INTRODUCTION

Virtual worlds are utopias—free of laws, regulations, and real-world consequences. Role-playing games have evolved from boardgames to virtual massive multiplayer online games played by millions around the world. Players shed their physical bodies and take on digital avatars to embark on adventures to strange and exciting places, socialize with other players, and make substantial amounts of money. However, these worlds can also act as currency exchanges, vehicles for fraud and money laundering, and gambling platforms. Regulators have not recognized the risks of virtual worlds, and so they continue to be the Wild West. Billions of dollars are funneled into these games, and their output is mostly unchecked.

In virtual worlds, players can exchange their real money for that game’s own in-world currency to buy goods within the game. These goods, such as weapons and equipment, can appreciate in value, and then be sold to other players for in-world currency, which can then be exchanged back into real money. This creates unregulated markets that could and are easily exploited for fraud and money laundering. Juniper Research estimated that the global video game market, worth
approximately $117 billion in 2017, is set to grow to $160 billion by 2022.\(^1\) The game Second Life reported in 2013 that there had been $3.2 billion in total transactions among its users within the game’s economy.\(^2\) A player of the game Entropia Universe purchased virtual property for $100,000 in 2005, and it appreciated to $1 million only two years later.\(^3\)

Video game developers sometimes use the razor-and-blade business model, waiving the price of purchase for the game and profiting from players’ microtransactions within the game.\(^4\) The microtransaction market is expected to reach $41.92 billion by 2023.\(^5\) Regulation of virtual worlds is lacking due to unawareness of their existence, constantly changing video game platforms and technologies, and the struggle to define these transactions and assign administrative control.

The Financial Action Task Force (FATF) is a policy-making body which publishes guidance reports for countries to enforce anti-money laundering (AML) practices.\(^6\) The thirty-nine member states of the FATF recognize the FATF’s reports as the international standards for AML.\(^7\) The FATF monitors member states’ implementation of AML measures, reviews current measures, and promotes adoption of measures globally.\(^8\) The FATF and other agencies classify the in-world currency of virtual worlds as a “non-convertible virtual currency.”\(^9\) However, current AML practices only cover “convertible virtual currency,” i.e., virtual
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currency that is designed to be converted into real currency. These agencies do not consider virtual worlds and the currency used therein as having a high enough risk for money laundering to warrant AML regulation and guidance. This Note argues that the FATF and regulatory agencies should recognize the risk of money laundering through virtual worlds, and expand their current AML definitions, regulations, and guidelines to include non-convertible virtual currencies.

This Note covers (I) the rise of virtual worlds and an explanation of in-world currency, (II) definitions of various types of virtual currencies and assets, (III) money laundering and AML regulation applied generally and to virtual currencies, and (IV) suggestions for improving AML regulations and expanding them to include the in-world currencies of virtual worlds.

I. VIRTUAL WORLDS

Virtual worlds are the culmination of decades of coinciding advancements in technology and role-playing games ("RPGs"). While once these fantasy worlds existed only in the imaginations of the players, computer-generated environments bring players' worlds into "reality." This section explains the development of virtual worlds from their roots.

A. Origins: Role-playing Games

RPGs allow groups of players to create their own fantasy adventure in a world of their making. Originally, RPGs were boardgames where players created their own fantasy worlds, usually drawing a fictional map and inventing accompanying histories. Players would design their characters and backstories and decide how they would interact with the game. Perhaps the most well-known example of a tabletop RPG is Dungeons & Dragons published in 1974. In Dungeons & Dragons, gameplay is run by a "Dungeon Master" who conceives of the imaginary world and creates scenarios within which the players react. Players go on adventures, engage in battles, and accumulate weapons, experience points, and powers that can be carried over to subsequent games.
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It did not take long for computer gaming to catch on to the choose-your-own-adventure format of gaming. Inspired and modeled after Dungeons & Dragons, the text-based game Colossal Cave Adventure launched a few years later. In this game, the computer displayed a scenario as a line of text to which the player would respond by typing in a course of action he wanted his character to take. The player then explored the world in an adventure created through his own decisions, though he played alone.

As technology improved in the 1990s and video games became more sophisticated, so did the potential for RPGs through the digital medium. Instead of a Dungeon Master creating a fictional world that existed mostly in the players’ imaginations, video games provided the world, rules, and characters for the players. RPGs evolved into action role-playing games where players could travel through the world, build castles or entire towns, and fight with non-player characters, i.e., computer-generated characters, rather than characters controlled by an actual person. This interactivity reached new levels with the incorporation of the Internet. Players could now interact not only with the world provided by the game, but with other players who shared the same world connected via the Internet. These games are known as massive multiplayer online role-playing games (MMORPGs). Examples of MMORPGs include World of Warcraft, Final Fantasy XIV, and Runescape. Online gaming provided social and competitive components that made the games resemble real life. The freedom to control the gameplay and fate of one’s character laid the groundwork for what would become virtual worlds.
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B. Virtual Worlds Explained

Virtual worlds are the newest venue where RPGs and MMORPGs take place. A virtual world is a computer-generated 3-D environment that provides a setting for online players to interact. Some characteristics of virtual worlds include a shared space for multiple players, a graphical user interface that depicts the world visually, a lack of pre-programmed goals, and interactivity between players and the environment. Players exist in virtual worlds as an avatar—a graphical representation of the player that may either resemble the player’s physical appearance, or take the form of some non-human creature, like an alien or elf.

The defining characteristic of virtual worlds, though, is persistence—a feature where the world continues to exist and develop even when a player is no longer participating in the game that provides that virtual world. A simulated environment in a video game that is unconnected to the Internet disappears when a player cuts power to his video game console. In an MMORPG, however, when one player logs off and is no longer playing the game, thousands, perhaps millions, of other players continue to occupy and change the virtual world used for that game. The next time the player logs in to play that MMORPG, the virtual world could be radically different because it perpetually exists as its own distinct “location.”

Virtual worlds are used for various types of games. Some games, like Second Life, mimic the real world where players live a fictional life with no abnormal or extraordinary features or occurrences. Players can choose a profession, buy a house, start a family, and go about existing in the virtual world the same way they would in the real world. Other games provide a fantasy or science-fiction world or universe where the environments, characters, and laws of physics are supernatural. Regardless of the theme, a virtual world is a space where “players can talk to each other, where things can be created and shared, and where complex social structures have been created. Entire economies and
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governments have developed, all within a virtual space.”

One commonality between virtual worlds simulating real life and those simulating a fantasy world is that players are able to accumulate value.

C. Banks & Economies Within Virtual Worlds

“Value” in video games varies depending on the type of virtual world. Value may simply be the possessions the player gathers during gameplay that have worth only within the game, or its worth is such that other players are willing to pay real money for those possessions. Value may mirror real money, like the U.S. dollar, or take the form of something like gold coins. The latest trend is for each game to have its own proprietary in-game money system, or “in-world currency.” In-world currency can be earned by completing certain tasks, taken by defeating another player, obtained by discovery during gameplay, or purchased with real money. The existence of in-world currency has led to the creation of sophisticated economies with their own governances.

In Second Life, players can start businesses, sell shares on the in-game stock exchange, and provide investors with documentation, like a prospectus, outlining the risks of the stock. This stock market is not regulated by the U.S. Securities and Exchange Commission, but is regulated by an in-game agency, like the Second Life Exchange Commission. EVE Online is a massive multiplayer online game that takes place in a virtual world set in outer space. Though the game is focused around spaceship battles,
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in one instance, the players established a bank within the game called the EVE Intergalactic Bank. Players deposited their in-world currency into the bank, accumulated interest, and could take out loans. These video game currency exchanges and virtual economies are relatively new institutions, but their sophistication requires classification of exactly what type of assets are trading hands in these transactions.

II. VIRTUAL CURRENCY

Regulators and law enforcement agencies use different terminology to describe money that is held in non-traditional forms. Some of these terms are broad categories that include other terms, while some terms are erroneously used as synonyms. Clarity in the distinction of these similar financial vehicles is paramount to writing effective legislation and regulations for preventing exploitation of definitional gaps.

The in-world currency exchanged in virtual worlds is a type of virtual currency. Virtual currencies are “digital representations of value that, like ordinary currency, function as media of exchange, units of account, and stores of value,” Virtual currency is distinguished from fiat, or “real,” currency in that virtual currency is not accepted as legal tender. Real currency is money of a country that is designated as its legal tender, circulates, and is used and accepted as a medium of exchange in the issuing country. Conversely, virtual currency is acceptable only within the community of users of that virtual currency. In-world currency is a representation of value that functions as a medium of exchange and is only acceptable in the issuing video game. For example, the in-world currency of the game Fortnite, V-Bucks, can be used to make purchases within Fortnite, but cannot be used to pay taxes to the IRS. Therefore, in-world currency is a virtual currency.

Virtual currencies are types of “virtual assets.” The FATF defines a virtual asset as a “digital representation of value that can be digitally...
traded, or transferred, and can be used for payment . . . Virtual assets do not include digital representations of fiat currencies, securities, or other financial assets . . . " This definition is broad. For example, a house purchased by a player in a virtual world that could then be sold to another player would qualify as a virtual asset. Complicating matters further, virtual currencies are also types of digital currencies. A digital currency is "a digital representation of either virtual currency (non-fiat) or e-money (fiat) and thus is often used interchangeably with the term ‘virtual currency.’" Therefore, virtual currencies are both digital currencies and virtual assets.

Virtual currencies are divided into two types: convertible and non-convertible. Convertible virtual currency can be exchanged back-and-forth with real currency at a particular rate of exchange. An example of a convertible virtual currency is a cryptocurrency. Cryptocurrencies, such as Bitcoin and Ether, are virtual currencies protected by cryptography and are recorded automatically and anonymously on a secure, decentralized ledger called the blockchain. A user of cryptocurrency can exchange real money at a virtual currency exchange and store the cryptocurrency in his “wallet”—an application designed for storing cryptocurrency. A user relies on his personal “key” to transfer value to another user. The key’s cryptographic signature is then recorded on the blockchain. The blockchain is a secure, decentralized ledger because the network on which it is stored is comprised of “nodes” spread out through the entire world that all update at the same time.
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recorded transaction that is out of sync with the other nodes must therefore be fraudulent.\textsuperscript{67}

The other type of virtual currency, non-convertible, differs because it is only used in a closed system.\textsuperscript{68} This means that the system in which the virtual currency is used does not allow for exchanges with real currency.\textsuperscript{69} In-world currency of a virtual world is an example of non-convertible virtual currency.\textsuperscript{70} The V-Bucks used in Fortnite are not designed to be converted into real currency. A player can purchase V-Bucks with real currency at Fortnite’s online marketplace but cannot exchange the V-Bucks back into real currency at the online marketplace.\textsuperscript{71}

The distinction between convertible virtual currencies and non-convertible virtual currencies is critical to understanding the argument of this Note. Convertible virtual currencies, such as cryptocurrencies, are designed to and easily are exchanged with real money.\textsuperscript{72} Non-convertible virtual currencies, such as in-world currencies used in virtual worlds, are not designed to and are not easily exchanged with real money.\textsuperscript{73} Exchanges between real money and convertible virtual currencies are fluid and bidirectional, whereas real money is exchanged into in-world currency unidirectionally.\textsuperscript{74}

Current practices of regulators and law enforcement agencies focus their efforts solely on convertible virtual currencies, and not on the in-world currencies of virtual worlds.\textsuperscript{75} This is because of the perceived inability of in-world currency to flow back into the real-world economy.\textsuperscript{76} By differentiating these two types of virtual currencies as “bidirectional” and “unidirectional,” the latter is often dismissed as insignificant.\textsuperscript{77}
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However, criminals are crafty, and are proving that in-world currencies should not be overlooked by anti-money laundering agencies.

III. MONEY LAUNDERING & AML MEASURES

Money laundering facilitates economic crime, such as terrorism, tax evasion, and drug and human trafficking.\(^78\) An estimated $1 to $2 trillion dollars are laundered annually, representing between 2% to 5% of global domestic product.\(^79\) Money laundering is generally understood to be the act of transferring illicitly obtained funds through a legitimate intermediary so that the original source cannot be traced.

A. Money Laundering

There are many forms of money laundering defined in Title 18 of the United States Code, but for the purposes of this Note, a person commits the crime of money laundering by conducting a financial transaction using the proceeds of a specified unlawful activity in order to conceal the source or ownership of the proceeds.\(^80\)

The money laundering process generally takes place in three steps: placement, layering, and integration.\(^81\) Placement involves depositing the illegally obtained money in a legitimate business or financial institution. Some examples of placement are buying gambling chips at a casino with cash, blending cash into the revenue of a business, or purchasing foreign currency at an exchange. The purpose of the layering stage is to prevent authorities from tracing the proceeds back to the launderer.\(^82\) This can be done by moving the money between countries, through different bank accounts, and changing between cash and electronic funds. Lastly, the money needs to return to the launderer in a manner that appears legitimate.\(^83\) This final stage—integration—is accomplished usually through the purchase of assets that are in a different form than the original funds.\(^84\) Cryptocurrencies provide criminals with a means to clean money through all three steps.
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B. AML

AML regulation refers to efforts to prevent the exploitation of financial systems for cleaning illicit proceeds. The Bank Secrecy Act (BSA) of 1970 created the legal framework for AML regulation in the United States. Following the terrorist attacks of September 11, 2001, Congress expanded the AML framework, passing the USA PATRIOT Act of 2001, which provided greater authority to the Executive Branch to counter threats. The BSA requires financial entities to file reports with the Department of Treasury’s Financial Crimes Enforcement Network (FinCEN) when their clients engage in suspicious financial transactions. The Internal Revenue Service and Securities and Exchange Commission also regulate and enforce AML practices, and the Department of State and the White House issue reports throughout the year incorporating AML objectives into their National Security Strategy. On the international level, the FATF sets the standard for AML measures with the recommendations it publishes three times annually. Key elements of the AML framework include reporting requirements, customer identification and due diligence, record keeping, and implementation of compliance programs. Despite the diligence of multiple agencies and international cooperation, criminals expose gaps in the system to launder money.

C. Money Laundering: Convertible Virtual Currencies

In 2019, it is estimated that criminals laundered $2.8 billion through cryptocurrency exchanges. Cryptocurrencies are attractive money laundering vehicles because they allow for anonymity, easy transfers across international borders, and are decentralized, i.e., not issued or
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maintained by a central organization. Criminals use technological savvy to launder through cryptocurrency, but also attempt to exploit incomplete laws and regulations which have only recently started to deal with the problem. For example, neither Congress nor FinCEN has formally amended the BSA to directly address virtual currencies. This causes difficulties for prosecutors who must argue that the definitions of money laundering elements laid out in the 1970s apply to cryptocurrencies—a technology not conceived of at the time of the BSA’s passing. Of course, defendants will argue the opposite, as was the case when federal authorities shut down Silk Road.

1. Silk Road

Silk Road was a black market existing on the dark web where bad actors could purchase drugs, weapons, and other illicit goods and services with Bitcoin. The Government charged the defendant, who created and operated Silk Road, with, among other things, participation in a money laundering scheme in violation of 18 U.S.C. § 1956. The statute defines a “financial transaction” as the “movement of funds by wire or other means, or [] involving one or more monetary instruments.” The defendant argued that Bitcoins are not monetary instruments, and therefore transactions involving Bitcoins cannot be a basis for money laundering. The statute defines “monetary instruments” as the “coin or currency of the United States or of any other country, travelers’ checks, personal checks, bank checks, and money orders . . .” Because the definition of “financial transactions” was too broad, the court looked to a FinCEN report which also failed to clarify whether financial transactions
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can occur with Bitcoins. In what should be an unnecessary reach for the court, it looked to the Cambridge dictionary for the definition of “funds” in order to conclude that the term “funds” includes “money,” and that Bitcoins are money. The court finally acknowledged that, “the money laundering statute is broad enough to encompass use of Bitcoins in financial transactions.” Amendment to the BSA is clearly needed.

2. **WannaCry**

As with most serious issues, the risks associated with convertible virtual currencies gained the attention of regulators and legislators only after a public, international incident—the WannaCry ransomware attack. In 2017, hackers unleashed a computer virus, called WannaCry, that infected more than 200,000 computers in over 150 countries. The virus was a form of ransomware—malware that encrypts data in a host computer, making the data inaccessible unless a ransom is paid for the decryption key. The hackers, who are suspected to be North Korean state actors, demanded the ransom in the form of Bitcoin. The victims paid total ransoms of $143,000 worth of Bitcoins, which the hackers attempted to launder through a Swiss cryptocurrency exchange called ShapeShift. The authorities caught the hackers in this second stage of money laundering—layering—where the illicit funds are moved through multiple accounts to make the funds untraceable back to the source. Authorities traced the Bitcoins to the wallets of three individuals who

---

102. *Ulbricht*, 31 F. Supp. 3d at 569 (“In fact, neither the IRS nor FinCEN purport to amend the money laundering statute (nor could they). In any event, neither the IRS nor FinCEN has addressed the question of whether a ‘financial transaction’ can occur with Bitcoins.”).

103. *Id.* at 570.

104. *Id.*


then attempted to exchange the Bitcoins into another cryptocurrency, Monero, at the ShapeShift exchange.\textsuperscript{110} Users of ShapeShift are prohibited from using the exchange for illegal activities.\textsuperscript{111} Because the attackers breached ShapeShift’s terms of service, ShapeShift blocked the transactions and cooperated with the authorities.\textsuperscript{112} Due to the scale of the attack and the implications of cyberwarfare with North Korea, the risks and potential of cryptocurrency began appearing on political and legislative agendas in the United States.

\paragraph*{D. AML: Convertible Virtual Currencies}

Various agencies are tasked with AML regulation. FATF is a policymaking body and has no regulatory or enforcing authority in any jurisdiction. In the United States, FinCEN, the Internal Revenue Service, and Office of Foreign Assets Control all have AML authority as bureaus of the Treasury Department, while the Justice Department has prosecutorial authority over violations of federal law.\textsuperscript{113}

\paragraph*{1. FATF}

The FATF has been aware of and advising on the risks of virtual currencies since 2014.\textsuperscript{114} In 2015, the FATF released its Guidance for a Risk-based Approach to Virtual Currencies (the “Guidance”), with advice for governments and agencies on AML practices with regard to virtual currencies.\textsuperscript{115} However, the Guidance’s focus is on convertible virtual currencies, not on the non-convertible virtual currencies of virtual worlds.\textsuperscript{116} The Guidance enumerates the seven of the FATF’s forty-eight Recommendations for AML that pertain to virtual currencies.\textsuperscript{117}
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Guidance recommends measures such as national cooperation, applying risk-based analyses, imposing sanctions, and staying abreast with technological changes.\textsuperscript{118} Most importantly, the Guidance’s risk assessment shows that countries should focus on regulating virtual currency exchanges—the points of intersection that provide gateways from virtual currency to the real, regulated economy.\textsuperscript{119} It also states that these exchanges fall under the FATF’s definition of “financial institution,” thus subjecting them to AML regulation.\textsuperscript{120}

2. \textit{FinCEN}

FinCEN has its own standards for what constitutes a “financial institution” in the United States.\textsuperscript{121} As previously discussed, the BSA has not been amended to stay updated with the advancement of technology. FinCEN attempted to supplement the BSA with a 2013 report outlining guidance on applying the BSA to virtual currencies.\textsuperscript{122} The BSA requires financial institutions to implement AML protocols that include (1) the development of internal policies, procedures, and controls, (2) the designation of a compliance officer, (3) an ongoing employee training program, and (4) an independent audit transactions function, and (5) reporting requirements of large transactions and suspicious activities to FinCEN.\textsuperscript{123}

FinCEN resolved the gap between virtual currency and BSA purview by designating virtual currency exchanges as money services businesses (MSBs). Individuals or entities who act as an exchanger or administrator (issuer) of convertible virtual currency are considered “money transmitters” under FinCEN definitions.\textsuperscript{124} As money transmitters, convertible virtual currency exchangers are therefore MSBs, and as MSBs they are therefore financial institutions, and as financial institutions they are therefore subject to the BSA, AML regulation, and reporting requirements.\textsuperscript{125}

FinCEN has already tested its new definitions and guidance on convertible virtual currencies. In 2015, the cryptocurrency Ripple was the second-largest virtual currency behind Bitcoin.\textsuperscript{126} FinCEN brought an
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enforcement action against Ripple Labs, Inc., the exchanger and administrator of Ripple, for failing to register as an MSB, and failure to fulfill AML obligations under the BSA. Because of these failures, a felon was able to conduct a $250,000 transaction, without Ripple filing a suspicious activity report or verifying the know-your-customer requirements. In response to the FinCEN action, Ripple entered into a settlement agreement, committing to remedial measures and a $700,000 civil penalty.

E. Money Laundering: Non-convertible Virtual Currencies

Virtual worlds provide a ripe opportunity for criminals to launder money. The billions of dollars that are funneled through video games each year, the lack of regulation, and the ease of conducting transactions across borders make virtual worlds an ideal medium for cleaning illicit funds for evading taxes or funding crime. Regulatory agencies and policy-making bodies are beginning to crack down on criminals who seek to launder money through convertible virtual currencies, like cryptocurrencies, with definitional changes and enforcement actions. In the process, however, these agencies have disregarded the risks of money laundering through non-convertible virtual currencies, like the in-world currencies of virtual worlds. The FinCEN guidance on virtual currencies specifies that it addresses only convertible virtual currencies, without mentioning non-convertible virtual currencies. The FATF Guidance explains that

[the risk assessment . . . indicates that at least in the near-term, only convertible [virtual currency], which can be used to move value into and out of fiat currencies and the regulated financial system, is likely to present [money laundering/terrorism funding] risks. Accordingly . . . countries should focus their AML/CFT efforts on higher-risk convertible [virtual currencies].

The key phrase should be “near-term,” because this short-sighted approach, and the non-existent distinction between “bidirectional” and “unidirectional” allows for bad actors to operate in a black market.

The FATF, in its definition of non-convertible virtual currency, explains that this “closed” type of virtual currency is “intended” to remain in the virtual world, and “under the rules governing its use” cannot be

127. See id.
128. See id.
130. FATF GUIDANCE, supra note 66, at 6.
exchanged for fiat currency.” This is an erroneous distinction from open, convertible virtual currencies. Simply by intending the currency to remain closed and hoping the users of the currency will follow the rules governing its use does not provide safeguards against its abuse.

The abuse of the rules set by video game developers for governing in-world currencies is already occurring and is developing rapidly. Individuals use online auctions, online banks, and virtual worlds to exchange virtual property for real currency in a practice called “real money trade” (RMT). Online auctions, such as PlayerAuctions, offer a marketplace where in-world currency can be exchanged with other in-world currency, or sold for real currency. The website boasts that in 2019 more than 18,000 sellers “made cash from selling on PlayerAuctions.” The website even includes an “Account Value Calculator” for players to calculate the worth of their virtual assets in U.S. dollars. PlayerAuctions is one of many such websites that should qualify as a virtual asset service provide or MSB. The online auctions act as an “exchanger,” engaging in the exchange of virtual currency with real currency, and, should therefore be held to some regulatory standards under the BSA.

RMT is evidence that “non-convertible” virtual currency, and “closed” system, are inaccurate descriptors and that all virtual currencies are therefore convertible/bidirectional. Whether this fact has been overlooked or is simply dismissed as “low risk” is unclear. Regardless, all three steps of money laundering are possible with in-world currency.

132. Rosette, supra note 36, at 290.
134. How to Sell Your Game Assets Fast for Cash, PlayerAuctions, https://www.playerauctions.com/about/how-to-sell/ (last visited May 23, 2021); see e.g., Durakjian, supra note 20, at 227 (providing a hypothetical illustration of the concept: “Jane does a simple Google search for ‘(WoW) [World of Warcraft] gold’ and her computer browser is suddenly inundated with hundreds of websites selling WoW in-game currency for real U.S. dollars. Jane selects a link, epictoon.com, and goes to the website where she may then purchase gold. Jane selects her game (WoW), the server on which she plays, and the amount of gold she wishes to purchase. Jane then purchases 1,000,000 gold for around $400”).
135. See How Much Is My Fortnite Account Worth?, PlayerAuctions, https://www.playerauctions.com/value-calculator/fortnite-account-worth/ (last visited May 23, 2021); see Rosette, supra note 36, at 290 (“Second Life, one of the most popular virtual worlds, handles over $400,000 in virtual currency every day, supports more than 7,000 businesses, and allows successful entrepreneurs to earn as much as $200,000 per year”).
136. See e.g., Epium: Premium Domains for Sale at reasonable prices, Epium, https://epium.net/domains/epictoon-com/?ref=epictoon.com (last visited May 23, 2021); see also Moiseienko & Izenman, supra note 39, at 4 (Table 1: Examples of In-Game Currencies and Their Value).
137. See Sykes & Vanatko, supra note 50, at 5.
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Placement: a bad actor need only steal a credit card number to purchase in-world currency and/or assets within the virtual world. Layering: a bad actor could then create multiple accounts for himself across multiple video games and exchange the in-world currency with that of another virtual world, repeating several times under different accounts. Layering could also be achieved by trading with a co-conspirator, or by selling the login credentials to his account to an unwitting purchaser.\(^{138}\) Integration: once the bad actor has hidden the source of the money, he can easily sell his in-world currency and assets at an online auction, or directly to a player.\(^{139}\) Because in-world currency is not defined by AML regulators as “convertible” currency, a scheme such as this one is not receiving the attention it deserves. The transactions between players, whether directly or through an online auction are anonymous, unregulated, easily conducted across international borders, and involve amounts of money that warrant the FATF to reconsider in-world currency as high risk.

Epic Games, the developer of the online video game Fortnite, allows players to download the game for free.\(^{140}\) Fortnite has an in-world currency, called V-Bucks, and a marketplace where players can purchase weapons, cosmetic upgrades for their avatars (called skins), and other accessories with their V-Bucks.\(^{141}\) In March 2018, Epic Games generated $223 million dollars in revenue from Fortnite.\(^{142}\) For the year of 2018, it made $2.4 billion in revenue, and as of March 2020 has over 350 million users, up from 250 million a year earlier due to increased demand caused by the COVID-19 pandemic.\(^ {143}\)

Games like Fortnite that allow for small, in-world purchases, called microtransactions, also capitalize on the use of “loot boxes.” A loot box

\(^{138}\) See Moiseienko & Izenman, supra note 39, at 2.

\(^{139}\) There is a customer base of millions, many of whom are willing to pay significant amounts. See, e.g., Ethan Gach, Meet the 19-Year-Old Who Spent Over $10,000 on Microtransactions, KOTAKU (November 29, 2017), https://kotaku.com/meet-the-19-year-old-who-spent-over-10-000-on-microtra-1820854953 (playing the soccer video game FIFA, a nineteen-year-old spent $13,000 on in-game purchases over several years); see also Julian Dibbell, The Life of a Chinese Gold Farmer, N.Y. TIMES (June 17, 2007), https://www.nytimes.com/2007/06/17/magazine/17lootfarmers-t.html (“gold farming” is a practice where players play video games for the sole purpose of accumulating virtual assets and selling them to other players for real currency. An economist at Indiana University published a paper after studying gold farming and estimated gross domestic product for virtual economies in 2007 to be between $7 and $12 billion).


\(^{141}\) See id.


is essentially a virtual treasure chest containing an unknown, random prize.\footnote{144}{See Mistry, supra note 5, at 545.} Players can pay for the loot box directly with either in-world or real currency, or by purchasing a key at the marketplace after finding a loot box during gameplay.\footnote{145}{See id.} A Juniper Research study showed that in 2017 more than $30 billion were spent on loot boxes, and that number is projected to grow to $50 billion by 2022.\footnote{146}{See Press Release, Juniper Research, Loot Boxes & Skins Gambling to Generate a $50 Billion Industry by 2022 (Apr. 17, 2018), https://www.juniperresearch.com/press/press-releases/loot-boxes-and-skins-gambling.} Video game developer Electronic Arts made $650 million in 2016 from loot boxes alone.\footnote{147}{See Matthew Handrahan, EA’s Ultimate Team Earning Around $650 million a Year, GAMESINDUSTRY (Mar. 2, 2016), https://www.gamesindustry.biz/articles/2016-03-02-ea-ultimate-team-earning-around-usd650-million-a-year.} With the amount of money paid into virtual worlds, the millions of players, and the capacity for bidirectional flow, it is difficult to see why the FATF considers this institution to be a low enough risk to deliberately exclude from its AML Guidance.

In fact, there have already been notable instances of money laundering through virtual worlds. In 2019, a money laundering scam was discovered where criminals stole credit cards, purchased V-Bucks, and sold the V-Bucks at a discount rate.\footnote{148}{See Tyler Fischer, “Fortnite” V-Bucks Reportedly Being Used for Money Laundering, COMICBOOK (Jan. 18, 2019), https://comicbook.com/gaming/2019/01/18/fortnite-v-bucks-money-laundering/.} A cyber intelligence company, Sixgill, discovered the operation, which was taking place around the world, by posing as a purchaser of the V-Bucks on the dark web.\footnote{149}{See id.} According to cybersecurity company, Zerofox, Epic Games has not done enough to prevent these practices, allowing criminal activity of roughly 50,000 scams per month.\footnote{150}{See id.}

Another instance involved Counter-Strike: GO (CS:GO), a multiplayer first-person shooter that pits one team against the other. Similar to Fortnite, the game’s developer, Valve, makes money from players’ microtransactions at its internal marketplace, Steam.\footnote{151}{See Matthew Gault, “Nearly All” Counter-Strike Microtransactions are Being Used for Money Laundering, VICE (Oct. 29, 2019), https://www.vice.com/en_us/article/8xw7nx/nearly-all-counter-strike-microtransactions-are-being-used-for-money-laundering.} Criminals took advantage of the Steam marketplace by buying loot box...
keys with stolen credit card numbers, trading the keys without using them on the loot boxes, selling the traded keys, and cashing out.\textsuperscript{152}

\textit{F. AML: Non-convertible Virtual Currencies}

Although regulatory and enforcement agencies have not intervened in instances involving money laundering and virtual worlds, video game developers have stepped into an AML role. In the CS:GO example, Valve discovered the scam, and believed “nearly all” transactions involving key sales to be fraud-sourced.\textsuperscript{153} Shortly thereafter, Valve ended players’ ability to trade keys.\textsuperscript{154} Some end user license agreements forbid RMT of game accounts or in-world assets, and online auction site, eBay, removes offers of game accounts and in-world assets from its listings.\textsuperscript{155}

The developer of Second Life now complies with FinCEN AML obligations. In July 2019, Linden Labs announced it would be forming a new subsidiary, Tilia, to manage the financial services of the Second Life community in order to comply with BSA requirements as an MSB.\textsuperscript{156} As of August 1, 2019, anyone who makes an in-game credit card transaction needs to provide their personal information to Tilia, including name, address, date of birth, and social security number.\textsuperscript{157} It should be noted, however, that the FATF considers the currency of Second Life, Linden Dollars, to be a convertible virtual currency due to its centralized nature.\textsuperscript{158} Linden Labs acts as a single administering authority over Linden Dollars and allows for the exchange between Linden Dollars and
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real currency, differentiating Second Life from other virtual worlds.\textsuperscript{159} Regardless, the foresight of Linden Labs to anticipate potential risks and the need for compliance is commendable.

IV. \textbf{SUGGESTIONS FOR REFORM TO REGULATIONS}

The purpose of this Note is to demonstrate that in-world currencies pose a money laundering risk and should be subjected to some form of AML regulation. This section covers recommendations for agencies to meet this goal.

\textit{A. Consolidate Reports}

This Note argues that the FATF should follow FinCEN’s example and consolidate their guidelines into one cohesive and comprehensible report. In 2019, FinCEN condensed various reports and guidelines into one document which clarifies the evolution of its position on money laundering and virtual currencies.\textsuperscript{160} With the FATF, there is a disconnect between the Guidance and the FATF Recommendations (the “Recommendations”). The former refers to virtual currencies with no mention of virtual assets, while the second refers only to virtual assets with no mention of virtual currencies. The FATF published the Guidance in 2015,\textsuperscript{161} and the Recommendations in 2012,\textsuperscript{162} though the Recommendations were updated in 2020. The updated Recommendations, however, make no mention to whether the Guidance is still applicable, or if the Recommendations are the current ultimate standard. Consolidation is suggested because, taken together, these two reports cause confusion in an area where countries need unambiguous direction.

\textit{B. Uniform Definitions}

This Note argues that the FATF should add to its Recommendations a section advising regulators and policymakers around the world to adopt identical terminology and definitions. This suggestion applies to the FATF, as well. The Guidance discusses seven different terms that seemingly represent the same or similar idea. The Guidance discusses “virtual currency exchangers,” which are “points of intersection that provide gateways to the regulated financial system.”\textsuperscript{163} Later, the
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\textsuperscript{162}. \textit{See} \textit{FATF RECOMMENDATIONS}, \textit{supra} note 55 at 7.
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Guidance explains “nodes,” which are also “points of intersection that provide gateways to the regulated financial system.” The Guidance also discusses virtual currency payment products and services (VCPPSs), new payment products and services (NPPSs), money value transfer services (MVTSs), and money service businesses (MSBs).

Conversely, the Recommendations mention only virtual asset service providers (VASPs). FinCEN mentions only MSBs. All eight of these terms seem to describe the same thing: a place to exchange virtual currency and real currency. Clarification of critical terms is needed.

C. Expand Guidance & Recommendations to Include Non-convertible Virtual Currency

This Note argues that FinCEN should reevaluate its implementation of FATF Recommendation 15: New Technologies. The Recommendation advises:

To manage and mitigate the risks emerging from virtual assets, countries should ensure that virtual asset service providers [(VASPs)] are regulated for AML/CFT purposes, and licensed or registered and subject to effective systems for monitoring and ensuring compliance with the relevant measures called for in the FATF Recommendations.

In the Interpretive Note to Recommendation 15, the FATF advises that VASPs be licensed and registered, at a minimum, and supervised or monitored by a competent authority. Countries should conduct a risk-based analysis to determine the level of risk a VASP poses for money laundering. Where lower risks are identified, countries may allow financial institutions to take simplified measures to mitigate those risks.

The problem with this approach is that a risk-based analysis may find virtual worlds and in-world currencies to be low risk at the present time. Their potential for high risk must be recognized. The marketplaces provided by video game developers satisfy both the FATF’s definition of a VASP, and FinCEN’s definition of an MSB, in that they are exchangers between virtual and real currency. FinCEN’s guidance on MSBs
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specifically apply to convertible virtual currencies presumably because the burden of applying BSA requirements to all video game developers outweighs the risks posed. However, FATF Recommendation 15 and the accompanying Interpretative Note suggest that degrees of regulation are possible, rather than an all-or-nothing approach.

Therefore, FinCEN should consider requiring video game developers who host virtual worlds and marketplaces for in-world currency to form a supervisory board. Each video game developer should be licensed and registered as a VASP, but only the supervisory board would be responsible for monitoring its members and complying with the BSA. This model of self-regulation would hold the industry accountable as a whole and free up the resources of regulatory and enforcement agencies to focus on higher risk threats.

D. Legislative Proposals

This Note argues that all new legislation concerning virtual assets should use identical definitions and terminology. At the beginning of 2019, four bills passed the House that address virtual assets. Among the four bills, three different terms are used to describe virtual assets. The Financial Technology Protection Act would establish a task force run by the Treasury Secretary that would “conduct independent research on terrorist and illicit use of new financial technologies, including digital currencies.”172 The Homeland Security Assessment of Terrorists’ Use of Virtual Currencies Act calls for a threat assessment of “individuals using virtual currency to carry out activities in furtherance of an act of terrorism . . . .”173 The Fight Illicit Networks and Detect Trafficking Act (the FIND Trafficking Act) directs the Governmental Accountability Office to conduct a study on how virtual currencies are used to facilitate sex and drug trafficking.174 Finally, the FinCEN Improvement Act of 2019 is meant to clarify FinCEN’s statutory power to coordinate with foreign AML/CFT agencies in matters, among other things, “involving emerging technologies or value that substitutes for currency . . . .”175 As of October 2020, all four bills have been referred to various Senate Committees. This Note argues that references in the bills to “virtual currency,” “digital currency,” “value that substitutes for currency,” be uniformly referred to as “virtual assets” to avoid setting a bad precedent as virtual assets become more prominent in American lives. This will also prevent a

displacement effect, where legislation covering only cryptocurrencies could cause bad actors to find a new vehicle to launder money, such as virtual worlds.

CONCLUSION

Awareness of the existence of virtual worlds, in-world currencies, and the threats they pose is vital to bringing the money laundering threats of non-convertible virtual currencies to the attention of regulators and policymakers. It is the unfortunate reality of a political, bureaucratic system that action is only taken after tragedy strikes. Agencies should act now before an incident like WannaCry occurs in the virtual world system.

Virtual worlds are starting to gain the attention of legislators and surveillance agencies, though not in a money laundering context. There have been various bills proposed to regulate or outlaw loot boxes in games for children, under fears that the play-to-win framework and randomized rewards are a form of gambling. After the WikiLeaks document-dump by Edward Snowden, a report revealed that the National Security Agency either had been or was recommending the monitoring of communications in virtual worlds, recognizing their potential for secretive, international communication and coordination among terrorists.

The recent COVID-19 pandemic has created a new wave of consumers and caused a drastic increase in the amount of money passing through video games. As most businesses struggle to stay afloat, the video game industry is thriving. In the first quarter of 2020, Americans spent a record $10.86 billion, video game console sales were up
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The pandemic has forced people indoors where one of the few outlets for entertainment and social interaction is video games. Millions of new users and billions of new monies flowing into virtual worlds and in-game marketplaces only serves to increase the likelihood that bad actors will operate their money laundering schemes undetected. The surge in video game popularity emphasizes the urgency for regulation as our world rapidly transitions to the virtual realm.

As familiarity with virtual worlds rises, hopefully the FATF, FinCEN, and other agencies throughout the world will start addressing the risks posed by in-world currencies of virtual worlds, clarify definitions and terminologies revolving around virtual assets, and impose a system of AML self-regulation among video game developers.182

